
Silo - Bug # 570: opening file with browser in a dir without write permission causes core

Status: Resolved Priority: Normal

Author: Mark Miller Category:

Created: 01/25/2011 Assigned to: Mark Miller

Updated: 08/29/2012 Due date:

Likelihood: 3 - Occasional

Severity: 4 - Crash / Wrong Results

Silo Found in Version: 4.8

OS: All

Support Group: Any

Subject: opening file with browser in a dir without write permission causes core

Description: Jeff Keasler reported this.



He was using browser to open files in a directory he did not have write permissions on.



By default, browser opens for read-write. That should probably be changed to default to read-only. At any 

rate, it should _never_ segv and that is what it was doing. I suspect problem is in silo.c where its stating the 

file.

History

02/01/2011 08:31 pm - Mark Miller

- Target version set to 4.9

08/29/2012 02:03 pm - Mark Miller

- Status changed from New to Resolved

- Assigned to set to Mark Miller

I believe this problem has been resolved. I can no longer reproduce it on current trunk.
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